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Presentation outline
• Introduction into the problematics of Fraud Detection


• The dataset


• Experiments with following models:


 SVM


 Random Forest


 MLP



The problematics of fraud detection:
• Fraud detection is, given a set of credit card 

transactions, the process of identifying if a 
new authorised transaction belongs to the 
class of fraudulent or genuine transactions


• Challenges of fraud detection:


‣ Highly unbalanced classes distributions


‣ Non-stationary distribution of the data


‣ Availability of few transactions labeled by 
fraud investigators


‣ Public data is scarcely available due to 
confidentiality issues

The Credit Card Fraud Detection process. 




The dataset:

• A real dataset comprising of financial transactions an the information 
linked to them is not available as finance-related data is extremely 
sensitive and protected 


• The dataset is artificially generated by creating a virtual world of 
consumers, merchants and fraudsters and is consistent with relevant real 
world characteristics such as wealth distribution in the United States 


•



Normalized counts of genuine transactions with various payment methodsNormalized counts of fraudulent transactions with various payment methods



Normalized counts of genuine transactions


 with respect to gender


Normalized counts of fraudulent transactions


 with respect to gender




Results of SVM



Results of Random Forest



Results of the neural network:



Results comparison


